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RESUMO

Este artigo objetiva analisar as tecnologias de Blockchain e de sistemas de armazenamento
descentralizado (IPFS e Arweave) a luz do conceito de Arquivo Paradigmatico (AP), tal como
formulado por Aldabalde e Cid (2020). Partindo de uma reflexdo filosofica a priori sobre as
propriedades universais dos Arquivos — acessibilidade, durabilidade e praticabilidade —, busca-
se demonstrar como essas estruturas digitais ndo apenas instanciam tais propriedades, mas
frequentemente o fazem em um grau elevado, aproximando-se do ideal paradigmatico. A
abordagem interdisciplinar, situada na intersecdo entre Ontologia, Ciéncia da Informacdo e
Tecnologia da Informagdo, examina como a imutabilidade, descentralizagdo, transparéncia e
acessibilidade programatica inerentes a esses sistemas realizam as fung¢des arquivisticas de
custodia, preservacdo e acesso de maneira inovadora. Conclui-se que, embora sejam entidades
ndo-tradicionais, Blockchain, IPFS e Arweave podem ser considerados Arquivos em sentido
pleno, exibindo as propriedades essenciais em graus notaveis e oferecendo um novo modelo
referencial para a concepg¢do de instituigdes arquivisticas na ambiéncia digital.
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ABSTRACT

This paper aims to analyze Blockchain technologies and decentralized storage systems (IPFS
and Arweave) through the lens of the Paradigmatic Archive (PA) concept, as formulated by
Aldabalde and Cid (2020). Starting from an a priori philosophical reflection on the universal
properties of Archives — accessibility, durability, and practicality —, it seeks to demonstrate how
these digital structures not only instantiate such properties but often do so to a high degree,
approaching the paradigmatic ideal. An interdisciplinary approach, situated at the intersection
of Ontology, Information Science, and Information Technology, examines how the
immutability, decentralization, transparency, and programmatic accessibility inherent in these
systems perform the archival functions of custody, preservation, and access in an innovative
way. It is concluded that, although they are non-traditional entities, Blockchain, IPFS, and
Arweave can be considered Archives in the full sense, exhibiting the essential properties to a
notable degree and offering a new reference model for the design of archival institutions in the
digital environment.

Keywords: Paradigmatic Archive; Blockchain; IPFS; Arweave; Ontology; Digital
Preservation; Universal Archival Properties.



1 INTRODUCAO

A reflexdo sobre a natureza essencial das instituicdes arquivisticas, tal como proposta
pelo modelo do Arquivo Paradigmatico (AP), ndo se restringe ao dominio fisico ou institucional
tradicional. Conforme argumentam Aldabalde e Cid (2020, p. 6), "um Arquivo ¢ definido ndo
por sua materialidade empirica, mas pelas propriedades universais que o tornam possivel
enquanto instituicao: acessibilidade, durabilidade e praticabilidade". Essa definicdo ontoldgica
desloca a analise do plano meramente histdrico-administrativo para um plano conceitual mais
fundamental, permitindo considerar como Arquivos também entidades ndo convencionais,
desde que instanciem tais propriedades de modo suficiente.

Essa perspectiva encontra ressonancia em reflexdes classicas sobre o conceito de
arquivo. Derrida (1995, p. 11), em Mal d'Archive, ja indicava que o arquivo ultrapassa o espaco
fisico que o contém, constituindo-se como "uma fungdo de consignacdo que assegura a
possibilidade de memoria, independentemente de sua inscrigdo material'. De modo
complementar, Cook (1997, p. 19) argumenta que o arquivo deve ser compreendido menos
como um depdsito estatico e mais como um "sistema dindmico de significados" que preserva e
reconstroi continuamente as relacdes entre passado e futuro. Esse deslocamento conceitual, da
materialidade para a funcionalidade, abre espago teorico para considerar infraestruturas digitais
como instancias legitimas da funcao arquivistica.

E nesse contexto epistemoldgico que emergem as tecnologias de Blockchain e de
armazenamento descentralizado permanente, como o IPFS (InterPlanetary File System) e o
Arweave, enquanto candidatos potentes a condi¢do de Arquivos Paradigmaticos digitais. A
Blockchain, desde sua formulacdo inaugural por Nakamoto (2008, p. 1), é concebida como
"uma versdo puramente peer-to-peer de dinheiro eletrbnico [que] permitiria que pagamentos
online fossem enviados diretamente de uma parte para outra sem passar por uma instituicao
financeira" — arquitetura que se fundamenta em um registro distribuido, imutavel e
criptograficamente seguro, cujo proposito essencial € a custodia verificavel de transacdes em
rede. O IPFS, por sua vez, introduz um paradigma de enderegamento baseado em contetido
(content-addressing), substituindo o modelo centralizado do protocolo HTTP e possibilitando
que "todos os dispositivos de computagdo" se conectem "com o mesmo sistema de arquivos"
(BENET, 2014, p. 1). J4 o Arweave avanca na mesma dire¢do conceitual ao propor um modelo
econdmico de permaweb, no qual os dados sdo armazenados perpetuamente mediante
incentivos criptoeconomicos estruturados (WILLIAMS, 2018, p. 2).

A aproximacdo dessas tecnologias ao conceito de AP ndo ¢ apenas metaforica ou
instrumental, mas fundamentalmente estrutural e ontoldgica. Como observa Floridi (2014, p.
92), na sociedade informacional contemporanea, "a ontologia do digital redefine nao apenas o
que existe, mas como existe: como algo passivel de ser copiado, verificado e preservado
indefinidamente". Nesse sentido, as propriedades universais do Arquivo Paradigmatico —
durabilidade, acessibilidade e praticabilidade — encontram nessas infraestruturas tecnoldgicas
uma manifestacdo inédita e, em determinados aspectos, potencialmente mais robusta que nas
instituigdes arquivisticas tradicionais.



Além disso, a literatura especializada em preservagdo digital manifesta crescente
preocupagao com a sustentabilidade informacional de longo prazo. Hedstrom (1998, p. 190) ja
advertia que os desafios da preservacdo digital exigiam solucdes que ultrapassassem a mera
migragdo de suportes, pois "a informagao digital € vulneravel tanto a obsolescéncia tecnologica
quanto a instabilidade institucional". As propostas fundamentadas em Blockchain e sistemas
descentralizados respondem precisamente a esse duplo desafio estrutural: garantem a
perenidade por meio da descentralizagdo radical e da replicagdo distribuida, e asseguram a
estabilidade institucional ao dispensar uma autoridade central Unica, substituindo-a por
protocolos matematicos, consenso algoritmico e incentivos econdmicos incorporados.

Este artigo, portanto, objetiva transpor o modelo teoérico do Arquivo Paradigmatico para
o dominio digital, argumentando que redes publicas de Blockchain (como Bitcoin e Ethereum)
e sistemas como IPFS/Arweave ndo constituem meras ferramentas auxiliares a pratica
arquivistica, mas representam instancias ontologicas genuinas do Arquivo Ideal conceituado
por Aldabalde e Cid (2020). A relevancia desta investigagdo reside na possibilidade de redefinir
0s parametros epistemologicos e praticos para a custddia, a preservacdo € O acesso
informacional no século XXI, oferecendo um novo paradigma de referéncia para a construgao
de infraestruturas verdadeiramente duraveis, acessiveis e praticaveis.

O objetivo central desta analise ¢ examinar as tecnologias Blockchain, IPFS e Arweave
como particulares empiricos que instanciam as propriedades universais do Arquivo
Paradigmatico. Especificamente, busca-se: (i) demonstrar como a durabilidade ¢ alcangada
através da descentralizacdo estrutural, da replicagdo de dados e do consenso criptografico
distribuido; (ii) examinar a acessibilidade nesses sistemas, inerentemente controlada por
criptografia assimétrica de chaves e potencialmente universal em redes publicas; (iii) explorar
a praticabilidade, manifesta através de contratos inteligentes (smart contracts), APls abertas e
ecossistemas de aplicagcdes descentralizadas que automatizam e expandem praticas
arquivisticas; e (iv) posicionar tais sistemas em uma gradacao qualitativa em relacdo ao AP
ideal, identificando tanto seus pontos de exceléncia quanto suas limitagdes estruturais.

O objeto de estudo sdo as proprias redes tecnologicas, compreendidas como entidades
arquivisticas nao-antropocéntricas, cuja razdo de ser fundamental ¢ a custddia verificavel e
imutavel de registros digitais. A metodologia adotada fundamenta-se na reflexdo filosofica a
priori, conforme proposta por Aldabalde e Cid (2020), complementada pela analise documental
critica de whitepapers, documentacao técnica oficial e literatura académica especializada. A
investigacao €, portanto, primordialmente conceitual e tedrica, buscando identificar e confirmar
na arquitetura logica e operacional desses sistemas a manifestagdo concreta das propriedades
essenciais do AP.

2 BLOCKCHAIN E IPFS/ARWEAVE COMO INSTANCIAS DO
ARQUIVO PARADIGMATICO
2.1 DURABILIDADE



A propriedade da durabilidade constitui um pilar fundamental do Arquivo
Paradigmatico (AP), definida por Aldabalde e Cid (2020, p. 13) como a capacidade de uma
instituicdo arquivistica de "se manter ou perdurar, sem ser destruida ou sofrer danos
comprometedores, sob pena de nao cumprir a custodia, a sua razao de ser". No modelo tedrico
proposto pelos autores, a durabilidade implica resisténcia simultdnea ao desgaste natural, aos
fendmenos naturais catastréficos e aos fendmenos sociais destrutivos, alcangando seu grau
maximo idealmente até os limites termodinadmicos ultimos do universo fisico. Ao transpor esse
conceito para o dominio digital, as tecnologias de Blockchain e de armazenamento
descentralizado — especificamente IPFS e Arweave — emergem como instdncias que ndo apenas
realizam essa propriedade essencial, mas potencialmente a elevam a um patamar
qualitativamente novo, desafiando as nog¢des tradicionais de preservagdo documental.

A durabilidade em arquivos fisicos paradigmaticos, como exemplificado pelo Arquivo
Geral das Indias (AGI) analisado por Aldabalde e Cid (2020), fundamenta-se em multiplas
camadas de protegdo: fisica e ambiental, contra acdo humana deliberada ou acidental, legal-
normativa, politico-institucional e econdmico-financeira. No entanto, cada uma dessas
prote¢des permanece sujeita a contingéncias historicas inevitaveis: edificios monumentais
podem sucumbir a desastres naturais ou conflitos armados, marcos legais podem ser revogados
por novos regimes politicos, € governos ou instituicdes podem experimentar colapso financeiro.

Em contraste fundamental, a Blockchain introduz um paradigma radicalmente distinto
de durabilidade, baseado na descentraliza¢do estrutural radical e na imutabilidade criptografica
verificavel. Conforme Nakamoto (2008, p. 1) descreve no whitepaper tundador do Bitcoin, o
sistema opera como uma rede peer-fo-peer onde "pagamentos online fossem enviados
diretamente de uma parte para outra sem passar por uma instituicdo financeira" — arquitetura
que implica que o registro nao estd confinado a um unico local fisico ou entidade institucional,
mas ¢ simultaneamente replicado e validado continuamente por uma rede global de nds
computacionais independentes e geograficamente distribuidos.

Essa arquitetura transcende radicalmente a proteg¢do fisica e ambiental dos arquivos
tradicionais: ndo existe um "edificio" fisico unico a ser protegido contra incéndios, inundagdes
ou terremotos, mas milhares de copias idénticas distribuidas globalmente, tornando o sistema
estruturalmente imune a eventos localizados de destruicdo. Mesmo a destrui¢do completa de
uma regido geografica inteira ndo comprometeria a integridade do registro global, desde que
nos remanescentes em outras localidades preservassem copias verificaveris.

De modo andlogo, a protegdo contra acdo humana maliciosa ou negligente ¢
fundamentalmente reforcada pelo mecanismo de consenso criptografico distribuido. Para
alterar retroativamente o registro histérico de uma Blockchain estabelecida, um agente
adversario precisaria controlar simultaneamente mais de 51% do poder computacional total da
rede — um feito que se torna economicamente proibitivo e logisticamente inviavel em redes
maduras e amplamente distribuidas como Bitcoin ou Ethereum (NAKAMOTO, 2008). Isso
instaura uma forma de durabilidade que ndo depende da boa vontade humana, de estruturas
institucionais frageis ou de marcos legais contingentes, mas fundamentalmente de incentivos
econOmicos matematicos e de barreiras criptograficas computacionalmente intransponiveis.

No entanto, uma objecao filosofica crucial emerge neste ponto: pode um artefato digital
ser considerado verdadeiramente "duravel" no sentido forte do termo se sua existéncia material
depende continuamente de infraestruturas tecnologicas reconhecidamente efémeras, como
hardware eletronico, software operacional e a propria conectividade da internet global? Esta
objecdo toca em questdes ontoldgicas profundas sobre a natureza da permanéncia no dominio
digital e merece resposta cuidadosa.



A resposta adequada exige distinguir conceitualmente entre durabilidade material-
substancial e durabilidade informacional-estrutural. Enquanto um documento fisico tradicional
inevitavelmente se degrada materialmente com o tempo — o papel amarelece, a tinta desbota, o
pergaminho resseca — um registro inscrito em Blockchain permanece preservado
primordialmente como informagdo pura, independente de suportes fisicos especificos. A
imutabilidade do conteudo ¢é garantida por hashes criptograficos que permitem a verificagdo
perpétua e automatica da integridade dos dados, independentemente do substrato material em
que sdo armazenados momentaneamente.

Como argumenta Benet (2014, p. 1) na proposta fundacional do IPFS, o sistema "busca
conectar todos os dispositivos de computacdo com o mesmo sistema de arquivos", substituindo
fundamentalmente o modelo de endere¢camento por localizacdo (location-addressing) por
enderecamento por conteudo (content-addressing). Isso assegura que os dados possam ser
recuperados de qualquer no6 da rede que possua uma copia verificavel, independentemente da
sobrevivéncia de servidores ou institui¢des especificas. O Arweave radicaliza ainda mais essa
légica ao propor um modelo econdmico de endowment perpétuo, onde incentivos
criptoecondmicos garantem que a replicacdo e o armazenamento sejam financeiramente
sustentdveis indefinidamente, visando explicitamente a "permanéncia informacional"
(WILLIAMS, 2018, p. 2).

Assim, embora a durabilidade digital ndo seja absoluta no sentido metafisico —nada o
¢, diante da entropia termodindmica universal —, ela atinge um grau tdo elevado de resiliéncia
distribuida que redefine qualitativamente o que consideramos possivel em termos de
preservagdo. O AP ideal, como postulado por Aldabalde e Cid (2020), ndo exige perfei¢ao
metafisica impossivel, mas o maximo realizavel dentro das leis fisicas naturais e das
capacidades tecnologicas disponiveis; e essas tecnologias aproximam-se desse maximo de
maneira historicamente inédita.

Quanto as protecdes legais e politico-institucionais, emerge outra objecdo relevante:
arquivos tradicionais dependem do Estado e de marcos regulatérios especificos para sua
perpetuacdo institucional, o que os torna vulnerdveis a mudancgas politicas, revolu¢des ou
colapsos estatais. Em contraste aparente, a Blockchain opera frequentemente em um espago
juridicamente extranacional ou transnacional, muitas vezes a margem de jurisdigdes estatais
especificas. Isso poderia ser interpretado como uma fragilidade estrutural, dada a auséncia do
amparo legal-institucional tradicional.

Contudo, essa aparente fraqueza revela-se, sob analise mais cuidadosa, como uma fonte
de forca e resiliéncia particulares. A durabilidade aqui é assegurada ndo por decreto legal
contingente, mas por consenso algoritmico automdtico e por incentivos econdmicos
incorporados matematicamente no protocolo. Como explicam Buterin et al. (2014, p. 1) no
whitepaper da Ethereum, a plataforma "executa smart contracts: aplicagdes que funcionam
exatamente como programadas sem qualquer possibilidade de downtime, censura, fraude ou
interferéncia de terceiros". A "protegdo legal" tradicional ¢, portanto, internalizada e
automatizada no proprio protocolo técnico: o cddigo matematico torna-se literalmente a lei
operacional. Isso ndo elimina todos os desafios regulatorios externos, mas desloca
fundamentalmente a base da durabilidade institucional de instituigdes humanas faliveis para
sistemas automaticos matematicamente verificaveis.



Essa transformacdo levanta questdes filosdficas profundas sobre a propria natureza da
custodia arquivistica: pode um arquivo ser considerado genuinamente "institucional" se ndo
existe uma instituicdo central humanamente governada? A resposta ¢ afirmativa, desde que
compreendamos a instituicdo nao meramente como uma entidade juridica formal, mas como
um conjunto estruturado de regras, praticas e legitimidades sustentadas cooperativamente por
uma rede distribuida de participantes — uma "institui¢do descentralizada" emergente, cuja
durabilidade emana organicamente de sua arquitetura técnica distribuida e dos incentivos
econdmicos incorporados, mais do que de autoridades centralizadas.

Ademais, a objecdo da "morte térmica do universo" — mencionada por Aldabalde e Cid
(2020, p. 13) como o limite termodinamico ultimo absoluto de qualquer durabilidade concebivel
— aplica-se igualmente a arquivos digitais e fisicos, constituindo um limite tedrico universal
inescapavel. Porém, o ponto epistemologicamente relevante ndo € alcancar eternidade
metafisica impossivel, mas maximizar pragmaticamente a durabilidade dentro dos limites
fisicos e tecnoldgicos disponiveis. Neste aspecto, sistemas como Arweave apresentam inovagao
significativa ao criar um "modelo de endowment" para armazenamento perpétuo, onde um
pagamento econdmico inicial Uinico custeia matematicamente a replicacdo e manutengdo dos
dados indefinidamente através de incentivos criptoeconomicos (WILLIAMS, 2018, p. 3). Isso
aborda criativamente a protegdo econOmica, tornando a durabilidade financeiramente
autossustentavel através de mecanismos automaticos, em contraste com arquivos fisicos
tradicionais que dependem cronicamente de or¢amentos publicos volateis e politicamente
contingentes.

Em sintese conclusiva, a durabilidade enquanto propriedade essencial do Arquivo
Paradigmatico encontra nas tecnologias de Blockchain e sistemas correlatos uma expressao que
supera qualitativamente muitas limitagdes estruturais dos arquivos fisicos tradicionais. Através
da descentralizagdo radical, da imutabilidade criptografica verificavel e dos incentivos
criptoecondmicos incorporados, esses sistemas realizam as cinco protecdes fundamentais
identificadas por Aldabalde e Cid (2020) de forma imbricada, automatica e estruturalmente
robusta. Objecdes legitimas baseadas na dependéncia de infraestrutura tecnolégica ou na
auséncia de enraizamento institucional tradicional sdo filosoficamente contornaveis mediante a
compreensdo da logica distributiva propria dessas redes, que transformam dialeticamente
vulnerabilidades aparentes em resiliéncias sistémicas. Como concluem Aldabalde e Cid (2020,
p- 13), "um Arquivo é um Arquivo se ¢ o oposto do efémero"; e, nesse sentido ontologico
fundamental, a Blockchain emerge nao como mera analogia tecnoldgica, mas como instancia
paradigmatica genuina da durabilidade arquivistica para a era digital.

2.2 ACESSIBILIDADE

A acessibilidade nos sistemas distribuidos representa uma ruptura epistemologica
profunda em relagdo ao modelo arquivistico tradicional centralizado. Enquanto o acesso fisico
adocumentos em arquivos institucionais convencionais depende estruturalmente de mediadores
humanos especializados, de horarios administrativos de funcionamento e de protocolos
burocraticos complexos, em sistemas como Blockchain, IPFS e Arweave o critério fundamental
de acesso ¢ primordialmente técnico-criptografico: a posse e o controle de uma chave privada
criptografica. O detentor legitimo da chave ndo apenas consulta passivamente, mas exerce
controle direto e pleno sobre seus ativos ou dados registrados, sem necessidade de
intermedia¢des por autoridades externas ou validagdes administrativas.



Essa transformacdo estrutural da acessibilidade apresenta uma natureza dialética dupla.
De um lado, manifesta-se a transparéncia absoluta que caracteriza essencialmente redes
publicas (permissionless): qualquer participante tecnicamente habilitado pode descarregar o
registro integral completo das transacdes historicas, verificando sua integridade matematica de
forma completamente independente e autonoma. Essa abertura radical instaura um nivel
historicamente inédito de publicidade universal e de auditabilidade descentralizada, no qual a
confianca sist€émica nao deriva de uma instituicdo central autoritativa, mas fundamentalmente
da replicag@o técnica verificdvel do registro em multiplos nds geograficamente distribuidos da
rede global.

Como observa Nakamoto (2008, p. 3), no sistema Bitcoin "a rede marca o tempo das
transacdes fazendo o hash delas em uma cadeia continua de prova de trabalho, formando um
registro que nao pode ser alterado sem refazer a prova de trabalho" — mecanismo que torna cada
transagdo publicamente verificavel por qualquer participante que possua uma copia local da
blockchain. Essa propriedade de transparéncia radical, embora possa inicialmente parecer
contraditoria a privacidade individual, na verdade instaura um novo equilibrio: pseudonimato
publico (enderecos sdo visiveis, identidades reais ndo necessariamente) combinado com
verificabilidade matematica universal.

De outro lado, complementarmente, hd a dimensdo da acessibilidade programatica
estruturada. Protocolos como Ethereum permitem que contratos inteligentes (smart contracts)
definam, de maneira completamente automatica, deterministica e imparcial, regras sofisticadas
de acesso, uso e disseminagdo controlada de informacdes registradas. A mediacdo do
documento deixa radicalmente de depender da interpretacdo subjetiva ou da boa-fé contingente
de um agente humano individual, passando a ser exercida exclusivamente por linhas de cédigo
executadas de forma deterministica, transparente e matematicamente imutavel. Como explicam
Buterin et al. (2014, p. 1), contratos inteligentes sdo "aplicagdes que funcionam exatamente
como programadas" — eliminando assim a arbitrariedade humana na aplicacdo de regras de
acesso.

A imparcialidade neste contexto ndo constitui apenas um ideal regulatorio aspiracional,
mas uma propriedade técnica estrutural: uma vez inscrito e ativado na rede, o contrato
inteligente aplica-se universalmente a todos os participantes de forma idéntica, sem
possibilidade de excegdes arbitrarias, favorecimentos politicos ou interpretagdes casuisticas.
Essa programabilidade confere ao que denominamos Arquivo Paradigmatico Digital uma
dimensao historicamente inédita de plasticidade normativa automatizada.

A acessibilidade, portanto, ndo ¢ meramente concedida ou negada binariamente, mas
pode ser configurada programaticamente em gradagdes complexas e condicionais: acesso
temporario com expiragdo automatica, acesso condicional dependente de verificagdes externas,
acesso coletivo requerendo multiplas assinaturas (multisig), acesso escalonado por niveis de
permissdao hierarquicos. Um documento especifico pode ser tecnicamente programado para
tornar-se aberto apenas a um grupo predefinido de chaves criptograficas, ser liberado mediante
pagamento econdmico automatizado, ou permanecer restrito até que condigdes verificaveis
especificas na propria rede sejam satisfeitas (como a passagem de determinado bloco ou
timestamp).

O principio arquivistico classico de acesso diferenciado — maximo para usuarios
autorizados, minimo para ndo autorizados — encontra aqui uma realizagdo técnica quase
perfeita, aproximando-se significativamente do ideal teorizado por Aldabalde e Cid (2020).
Como argumentam os autores (2020, p. 15), a acessibilidade no AP "ndo significa acesso
irrestrito universal, mas acesso apropriadamente mediado segundo a natureza dos documentos
e os direitos envolvidos". Essa mediag@o apropriada ¢ precisamente o que contratos inteligentes
implementam de forma automatizada e verificavel.



Além disso, a acessibilidade nesses sistemas manifesta-se simultaneamente como
individual e coletiva. Embora cada chave criptografica represente um ponto singular e exclusivo
de controle proprietario, a infraestrutura sociotécnica de interfaces mediadoras — wallets
(carteiras digitais), block explorers (exploradores de blocos), APIs publicas abertas,
navegadores distribuidos como Brave ou Opera com suporte nativo a Web3 — ¢ produzida e
mantida colaborativamente por comunidades globais de desenvolvedores open-source. Essa
cooperagao descentralizada multiplica exponencialmente as formas praticas de acesso,
tornando o arquivo publico ndo apenas em principio tedrico abstrato, mas também em termos
de usabilidade pratica concreta e acessivel.

Ainda que barreiras iniciais de compreensao técnica e literacia digital persistam como
desafios reais, tais barreiras sdo progressivamente reduzidas pelo desenvolvimento continuo e
acelerado de ferramentas de abstragdo que simplificam a experiéncia do usudrio final. A
evolucdo de interfaces desde linhas de comando (command-line) até¢ aplicagdes graficas
intuitivas exemplifica essa trajetoria de democratizagdo progressiva do acesso.

Ha, por fim, um contraste epistemoldgico decisivo com arquivos fisicos tradicionais: as
barreiras geograficas, politico-jurisdicionais e burocraticas-administrativas que historicamente
delimitavam e restringiam a consulta documental sdo radicalmente substituidas por uma logica
técnica de chaves criptograficas e protocolos matematicos. A acessibilidade torna-se
fundamentalmente nao espacial e ndo temporal: um documento armazenado no Arweave pode
ser acessado igualmente de Toquio, Sao Paulo ou Nairobi, a qualquer hora do dia ou da noite,
sem depender de horarios de funcionamento, autorizacdes administrativas ou presenga fisica.

Essa transforma¢do ndo elimina completamente desafios de acesso —a exclusdo digital,
a desigualdade no acesso a internet e a literacia técnica permanecem como questdes sociais
legitimas. No entanto, a dificuldade inicial de operacao desses sistemas nao invalida, mas antes
confirma epistemologicamente, a profundidade radical da transformagdo estrutural em curso.
No Arquivo Paradigmatico Digital, acessibilidade e propriedade técnica coincidem
ontologicamente: possuir a chave privada ¢, literalmente e materialmente, possuir controle
sobre o documento ou ativo digital. Essa fusdo entre dominio juridico-conceitual e dominio
técnico-material redefine filosoficamente a propria ideia de acesso arquivistico, conferindo-lhe
simultaneamente um carater mais rigoroso matematicamente e mais universal geograficamente,
aproximando-se assim do ideal paradigmético teorizado.

2.3 PRATICABILIDADE

A nocdo de praticabilidade, no contexto do Arquivo Paradigmatico, refere-se
fundamentalmente a capacidade operacional de um sistema nao apenas armazenar documentos
passivamente, mas também possibilitar, de maneira funcional e eficiente, o conjunto completo
de praticas arquivisticas necessarias a preservacao ativa, organizac¢ao sistematica e uso efetivo
dos registros. No contexto especifico dos sistemas digitais distribuidos aqui analisados, essa
praticabilidade encontra sua forma mais expressiva e inovadora nos contratos inteligentes
(smart contracts) e nas infraestruturas programaveis que os sustentam.



Um contrato inteligente, ao ser implantado (deployed) em uma Blockchain publica
como Ethereum, atua funcionalmente como um automato regulador autdbnomo do ciclo de vida
documental completo. Como explicam Buterin et al. (2014, p. 13), "contratos em Ethereum
podem [...] servir como 'agentes autonomos' totalmente independentes, mantendo uma conta de
saldo e realizando transagdes dentro do mundo virtual da Ethereum". Esse agente pode reger
desde a aquisicdo inicial — quando novos registros sao criptograficamente gravados em blocos
imutaveis através de transacdes especificas — até¢ a disposicdo ou transferéncia final, seja por
destruicdo programada automatica (burn), seja por transferéncia definitiva de custddia mediante
condicdes predefinidas.

No percurso intermediario entre aquisicdo e disposi¢do, fungdes classicas da teoria
arquivistica sdo sistematicamente traduzidas em operagdes de codigo executavel: o arranjo
arquivistico realiza-se estruturalmente na propria sequéncia temporal imutavel da cadeia de
blocos, que organiza documentos em uma ordenagdo cronologica verificavel e inalteravel; a
descri¢do documental pode ser inscrita sob a forma de metadados estruturados diretamente
associados ao registro através de campos de dados nas transacdes ou em sistemas
complementares de armazenamento descentralizado; a gestdo documental propriamente dita é
implementada mediante regras autoexecutaveis codificadas que ndo dependem da supervisdo
continua, interpretagdo subjetiva ou boa vontade de agentes humanos especificos.

Além dessas fungdes tradicionais automatizadas, contratos inteligentes possibilitam
uma multiplicidade de praticas inovadoras que seriam impraticaveis ou impossiveis em
arquivos fisicos convencionais. Eles podem, por exemplo, condicionar o acesso a verificagoes
externas automaticas complexas (como confirmacdo de identidade digital descentralizada,
execucdao de pagamentos econdmicos programados, ou validagdes criptograficas adicionais
através de ordculos), liberar documentos progressivamente apenas em circunstancias temporais
ou contextuais especificas (por exemplo, quando uma chave coletiva multiassinatura ¢
cooperativamente acionada por um quorum predefinido de participantes), ou at¢é mesmo
orquestrar transacdes financeiras, juridicas e administrativas complexas que se vinculam
organicamente ao documento arquivado mediante execu¢do automatica de clausulas
programadas. O documento digital, nesse contexto, deixa radicalmente de ser um objeto passivo
de consulta para se tornar um agente ativo e programavel dentro de uma rede expandida de
praticas sociais, econdmicas e administrativas.

Sistemas como IPFS e Arweave, por sua vez, fornecem as condicgdes infraestruturais
complementares que asseguram a continuidade operacional dessas praticas automatizadas. A
redundancia massiva de armazenamento distribuido, a verificagdo criptografica continua de
integridade mediante hashes imutaveis, € a promessa explicita de armazenamento perpétuo
economicamente sustentdvel (no caso especifico do Arweave através de seu modelo de
endowment) funcionam como equivalentes digitais distribuidos da preservacdo fisica
tradicional, garantindo que os registros ndo apenas existam abstratamente, mas possam ser
recuperados de forma integra, verificavel e perene (WILLIAMS, 2018, p. 4-6).

Essa camada infraestrutural de resiliéncia técnica  distribuida  sustenta
fundamentalmente a praticabilidade tanto dos contratos inteligentes quanto das aplicacdes
descentralizadas que deles derivam e que sobre eles operam. A praticabilidade, nesse sentido
conceitual preciso, ndo constitui uma fungdo externamente aplicada ao sistema, mas um atributo
estrutural embutido no préprio protocolo tecnologico.



Diferentemente do arquivo fisico tradicional, no qual as praticas arquivisticas dependem
estruturalmente da atividade humana continua de profissionais especializados (arquivistas,
conservadores, técnicos), aqui tais praticas sdo primordialmente automatizadas, codificadas em
algoritmos verificaveis e distribuidas através de redes descentralizadas de n6s computacionais.
Como observa Buterin et al. (2014, p. 15), "o Ethereum permite que agentes totalmente
autonomos executem operagdes complexas sem necessidade de supervisdo humana continua"
— caracteristica que redefine radicalmente o que entendemos por "pratica arquivistica".

Todavia, o papel humano ndo desaparece completamente, mas se reconfigura
qualitativamente: o ecossistema global de desenvolvedores open-source que cria, mantém e
expande aplicacdes descentralizadas (dApps) atua como um corpo profissional novo e
emergente, responsavel por expandir continuamente as formas de mediacdo -cultural,
administrativa, técnica e estética que tornam o arquivo digital vivo, utilizdvel e culturalmente
acessivel. Essa comunidade distribuida substitui funcionalmente, embora ndo estruturalmente,
o corpo de arquivistas profissionais das institui¢des tradicionais. Na verdade, esse corpo de
arquivistas esta se tornando, em parte, esse grupo global de desenvolvedores.

A mediagdo cultural neste contexto, por sua vez, manifesta-se em experiéncias que
ultrapassam significativamente a dimensdo estritamente cognitiva ou informacional da
arquivistica tradicional. Galerias virtuais de NFT (Non-Fungible Tokens), museus digitais
imersivos na permaweb do Arweave, e espacos interativos tridimensionais baseados em
Blockchain configuram modalidades inovadoras de uso arquivistico nas quais o documento nao
¢ apenas consultado passivamente, mas ativamente vivenciado, experienciado e apropriado.

Os usos nao-cognitivos descritos no modelo tedrico do Arquivo Paradigmatico por
Aldabalde e Cid (2020, p. 19-20) — usos estéticos, emotivos, contemplativos, lidicos —
encontram aqui um campo particularmente fértil de realiza¢do pratica: o documento digital pode
ser experienciado simultaneamente de forma cognitiva (leitura informacional), estética
(apreciagdo formal), econOmica (como ativo transacionavel), ladica (em experiéncias
gamificadas) e at¢ mesmo ritual ou cerimonial (em contextos comunitirios especificos),
ampliando radicalmente a fun¢ao social do arquivo para além da mera conservagao do passado
documental, em direcdo a producgdo continua de novas formas de vida cultural e de praticas
sociais emergentes.

Contudo, ¢ necessario reconhecer analiticamente limitagdes significativas. A automacgao
oferecida por contratos inteligentes ndo substitui completamente dimensdes interpretativas,
hermenéuticas e contextuais do trabalho arquivistico humano. A classificacdo conceitual, a
descricao contextual rica, a avaliagdo de significancia histérica e a media¢do cultural sensivel
envolvem julgamentos qualitativos que transcendem a logica algoritmica deterministica. Um
contrato inteligente pode automatizar a transferéncia de custddia mediante condig¢des
predefinidas, mas ndo pode avaliar autonomamente a importancia histdrica emergente de um
documento frente a contextos sociais em transformacdo e nem predefinir suas proprias
condigoes.

Ademais, a praticabilidade em sistemas descentralizados enfrenta desafios técnicos
especificos: custos de transag¢do (gas fees) em redes como Ethereum podem tornar operacdes
frequentes economicamente proibitivas; a imutabilidade, embora vantajosa para durabilidade,
impossibilita corregdes de erros ou atualizagdes necessarias; e a complexidade técnica
permanece como barreira significativa a adogao ampla. Esses fatores limitam, na pratica atual,
o grau de praticabilidade desses sistemas quando comparados ao ideal paradigmatico teorizado.



Nao obstante essas limitagdes reconheciveis, a praticabilidade alcancada por meio de
infraestruturas descentralizadas programaveis representa avanco qualitativo inegavel: praticas
que antes exigiam intermediacdo humana continua e custosa (autenticacdo de autoria, registro
temporal verificavel, transferéncia certificada de custodia, controle de acesso granular) sao
agora executadas automaticamente, de forma verificavel, transparente e resistente a censura ou
manipula¢do unilateral. Essa automagdo ndo busca eliminar praticas arquivisticas humanas
essenciais, mas ampliar exponencialmente suas possibilidades operacionais, reduzindo custos
transacionais e aumentando a confiabilidade sistémica através de mecanismos criptograficos
matematicamente verificaveis.

3 OBJECOES E RESPOSTAS: A CRITICA FILOSOFICA AO
ARQUIVO PARADIGMATICO DIGITAL

O percurso analitico até este ponto evidenciou como Blockchain, IPFS e Arweave
apresentam correspondéncia significativa com as propriedades universais do Arquivo
Paradigmatico — durabilidade, acessibilidade e praticabilidade — conforme teorizado por
Aldabalde e Cid (2020). Esses sistemas nao apenas oferecem meios técnicos inovadores para
preservar documentos digitais em redes distribuidas, mas também instanciam funcdes
arquivisticas que, em contextos tradicionais, dependiam necessariamente de suportes materiais
centralizados ou de autoridades institucionais estabelecidas.

Contudo, para que a andlise ndo se limite a uma celebragdo tecnoldgica acritica ou a um
entusiasmo  determinista, ¢ metodologicamente necessario considerar e responder
rigorosamente a objecdes filosoficas relevantes que emergem quando se propde equivaléncia
ou analogia forte entre tais sistemas tecnoldgicos e o paradigma arquivistico tradicional. A forga
de um argumento filosofico mede-se ndo apenas pela coeréncia interna de suas teses, mas
fundamentalmente por sua capacidade de enfrentar e superar objegdes substantivas
(WILLIAMSON, 2007, p. 3-5).

3.1 OBJECAO DA DEPENDENCIA TECNOLOGICA

Pode-se legitimamente falar em "durabilidade" arquivistica genuina quando os registros
digitais necessitam continuamente de eletricidade, conectividade a internet, ¢ manutengao
constante de hardware computacional? Se comparados a suportes historicamente estdveis como
pergaminho medieval (que perdura séculos sem energia externa) ou pedra epigrafica (que
resiste milénios), sistemas digitais parecem radicalmente frageis e efémeros. A "durabilidade"
alegada seria, entdo, iluséria, dependente de uma cadeia tecnologica vulneravel que pode
colapsar por multiplas razdes: obsolescéncia tecnoldgica acelerada, interrupgdo energética
prolongada, colapso civilizacional que elimine infraestrutura elétrica global, ou simplesmente
desinteresse coletivo futuro pela manutencao dos nds da rede.

Esta objecdo, embora intuitivamente atraente, confunde categorialmente dois sentidos
distintos de "durabilidade": durabilidade material-substancial versus durabilidade
informacional-estrutural. E preciso distinguir filosoficamente entre a permanéncia de um
substrato fisico especifico e a permanéncia da informacdo enquanto padrdo abstraivel e
replicavel.



Um documento fisico tradicional degrada-se materialmente de forma inexoravel: papel
acidifica e amarelece, tinta desbota por oxidagdo, pergaminho resseca e se torna quebradico.
Essa degradacdo ¢ constitutiva de sua materialidade especifica. Em contraste, um registro
inscrito em Blockchain permanece preservado primordialmente como informagdo pura — como
padrao de bits criptograficamente hasheado — independentemente de qualquer substrato
material particular. A "durabilidade" aqui refere-se a perenidade do padrio informacional, ndo
de um suporte fisico tnico.

A imutabilidade do conteido ¢ garantida matematicamente por fungdes hash
criptograficas (como SHA-256) que permitem verificagdo perpétua e automatica da integridade
dos dados, independentemente do meio fisico em que sdo armazenados momentaneamente.
Como explica Nakamoto (2008, p. 2), "qualquer modificagdo no contetido original produzira
um hash completamente diferente, tornando a adulteragdo imediatamente detectavel". Essa
verificabilidade criptografica constitui forma de durabilidade qualitativamente distinta da mera
resisténcia fisica de um material.

Ademais, a objecao subestima aresiliéncia conferida pela distribui¢do radical. Enquanto
um documento fisico tnico possui um ponto Unico de falha catastrofica (um incéndio destréi o
documento para sempre), um dado em Blockchain com milhares de nos replicados globalmente
ndo possui tal vulnerabilidade localizada. A destruigdo completa exigiria a eliminagdo
simultdnea de todas as copias distribuidas globalmente — cenario que, embora teoricamente
possivel em colapso civilizacional total, ¢ pragmaticamente menos provavel que a destrui¢do
de arquivos fisicos centralizados por guerras, revolucdes ou desastres naturais localizados,
eventos historicamente frequentes.

Quanto a dependéncia de infraestrutura elétrica e internet, essa ¢ condicdo contingente
de acesso e uso, nao de existéncia informacional. Os dados permanecem latentes em discos
rigidos mesmo sem energia, recuperaveis quando a infraestrutura for restaurada. Arquivos
fisicos, analogamente, requerem condi¢cdes ambientais especificas (temperatura, umidade,
auséncia de pragas) para preservacao, constituindo também dependéncias de infraestruturais,
embora de natureza diferente.

A durabilidade digital ndo ¢ absoluta no sentido metafisico —nada o €, diante da entropia
termodinamica universal que limita até mesmo estrelas e galaxias. Porém, ela atinge grau
pragmaticamente elevado de resiliéncia distribuida que redefine qualitativamente o possivel em
termos de preservacao documental. O Arquivo Paradigmatico, como postulado por Aldabalde
e Cid (2020, p. 13), ndo exige perfeicao metafisica impossivel (durabilidade infinita), mas "o
maximo realizdvel dentro das leis naturais" e das capacidades tecnologicas disponiveis. Sob
esse critério operacional, tecnologias distribuidas aproximam-se significativamente do maximo
pragmaticamente alcangédvel na era digital.

3.2 OBJECAO DA INSTITUCIONALIDADE AUSENTE

Arquivos, tradicionalmente, sdo garantidos e legitimados por instituicdes sociais
consolidadas — Estados, igrejas, universidades, corporagdes. Essas instituigdes proveem nao
apenas infraestrutura fisica, mas fundamentalmente autoridade epistémica, legitimidade social,
e continuidade institucional através de geracdes. Sem tais instdncias reconhecidas socialmente,
pode-se legitimamente perguntar: estamos ainda diante de um "Arquivo" propriamente dito, ou
meramente de um sistema de armazenamento tecnologico desprovido de funcao arquivistica
genuina? A auséncia de uma autoridade central identificivel ndo descaracteriza a propria
natureza arquivistica da entidade?



Esta objecdo fundamenta-se em uma concepg¢do historicamente contingente, € nao
necessaria, de institucionalidade. E possivel — e filosoficamente mais rigoroso — compreender
"instituicdo" ndo exclusivamente como entidade juridica formal centralizada (arquivo estatal,
arquivo universitario), mas mais amplamente como rede estruturada de regras, praticas,
legitimidades e expectativas compartilhadas que coordenam comportamento coletivo
(SEARLE, 1995, p. 27-29).

Sob essa concepcdo mais fundamental de institucionalidade, protocolos
descentralizados como Bitcoin ou Ethereum, juntamente com as comunidades globais que os
sustentam, configuram efetivamente uma forma nova e emergente de instituigdo — uma
"instituicdo descentralizada distribuida" — ainda que radicalmente distinta das formas
convencionais centralizadas. A legitimidade aqui ndo emana de decreto estatal ou autoridade
eclesiastica, mas de consenso algoritmico matematicamente verificivel e de incentivos
econOmicos incorporados transparentemente no protocolo.

Como argumentam Buterin et al. (2014, p. 1), contratos inteligentes em Ethereum
funcionam "sem possibilidade de downtime, censura, fraude ou interferéncia de terceiros"
precisamente porque a "autoridade" ¢ distribuida através da rede inteira de validadores, nao
centralizada em agente Unico potencialmente corrupto ou falivel. A "protecdo legal" tradicional
de arquivos estatais € aqui internalizada e automatizada no proprio cddigo do protocolo: code
is law, como formula Lessig (2006, p. 5) — o co6digo matematico torna-se literalmente a lei
operacional do sistema.

Essa transformacdo levanta questdoes ontologicas profundas sobre custddia e autoridade
epistémica. Tradicionalmente, confiamos em arquivos porque confiamos na institui¢do
custodiante (confiamos que o Arquivo Nacional preserva documentos autenticamente, nao os
adultera). Em Blockchain, a "confianca" ¢ substituida por verificabilidade criptografica: nao
precisamos confiar em nenhum no individual darede, pois podemos verificar matematicamente
a integridade de qualquer registro (NAKAMOTO, 2008, p. 1). Essa ¢ uma mudanca
epistemoldgica fundamental: de confianca institucional para verificagdo criptografica
distribuida.

Poder-se-ia objetar que isso elimina precisamente a dimensao humana e social essencial
a funcdo arquivistica. A resposta ¢ que nao elimina, mas a desloca e reconfigura. A comunidade
de desenvolvedores, de nds validadores, de usudrios que mant€ém economicamente viavel a rede
através de taxas de transagdo — esse ecossistema constitui a "instituigdo" distribuida. Sua
durabilidade ndo depende da permanéncia de um Estado particular (que pode colapsar), mas da
viabilidade econdmica e social continua de uma rede global descentralizada. Essa pode ser mais
resiliente a longo prazo que instituicdes centralizadas vulnerdveis a mudancgas politicas
localizadas.

3.3 OBJECAO DA ACESSIBILIDADE TECNICA VERSUS
ACESSIBILIDADE SOCIAL



Embora dados armazenados em Blockchain e IPFS sejam teoricamente "publicos" e
universalmente acessiveis, sua leitura e utilizacdo efetiva exigem conhecimento técnico
especializado: compreensdo de chaves criptograficas, navegadores Web3, carteiras digitais,
interfaces de linha de comando. Essa complexidade técnica constitui barreira de acesso mais
excludente que barreiras fisicas de arquivos tradicionais. Um cidaddo comum pode facilmente
visitar fisicamente um arquivo publico e solicitar documentos mediado por arquivistas; mas
esse mesmo cidaddo dificilmente conseguird acessar autonomamente dados em Arweave sem
literacia digital avangada. A "acessibilidade" alegada seria, entdo, ilusoria para a maioria da
populagdo humana. Isso ndo contradiz frontalmente o requisito de acessibilidade do Arquivo
Paradigmatico?

Esta objecdo identifica legitimamente uma limitagdo real e significativa dos sistemas
atuais, mas confunde estado tecnologico transitorio com limitacdo essencial permanente. A
dificuldade técnica presente € contingente, ndo necessaria, i.e., produto de imaturidade
tecnoldgica, ndo de impossibilidade estrutural. Historicamente, toda tecnologia informacional
passa por uma fase inicial de complexidade técnica antes de alcancar interfaces amigaveis
amplas. A navega¢do na internet via protocolos TCP/IP era inicialmente acessivel apenas a
especialistas técnicos em universidades; a criagdo de navegadores graficos como Mosaic
(1993), e posteriormente Chrome, democratizou radicalmente o acesso. De modo analogo,
carteiras digitais contemporaneas como MetaMask ja abstraem significativamente a
complexidade criptografica subjacente, permitindo que usuarios nao-técnicos interajam com
Blockchain através de interfaces gréficas intuitivas.

Mais fundamentalmente, a obje¢do ignora que arquivos fisicos tradicionais também
possuem barreiras de acesso significativas: barreiras geograficas (€ preciso viajar fisicamente
até o local), barreiras temporais (horarios de funcionamento restritos), barreiras burocraticas
(processos de credenciamento, protocolos administrativos), e barreiras politicas (restricdes
jurisdicionais, censura estatal). Um pesquisador brasileiro que necessita consultar documentos
no Arquivo Nacional da Franca enfrenta custos e dificuldades substanciais.

Em contraste, um documento armazenado em Arweave, uma vez que interfaces
adequadas existam, pode ser acessado instantaneamente de qualquer ponto do globo, a qualquer
hora, sem necessidade de viagem fisica, credenciamento burocratico ou aprovagao
administrativa. A barreira técnica atual € progressivamente reduzida pelo desenvolvimento de
ferramentas de abstragdo, enquanto barreiras fisicas e geograficas de arquivos tradicionais sao
estruturalmente ineliminaveis.

Ademais, a objecdo subestima a dimensdo de "acessibilidade programatica" que
sistemas descentralizados possibilitam. APIs abertas permitem que desenvolvedores criem
multiplas interfaces customizadas para diferentes publicos — interfaces para pesquisadores
académicos, para estudantes escolares, para artistas, para publico geral. Essa pluralidade de
mediagdes técnicas pode eventualmente tornar o acesso mais democratizado que a mediacao
Unica e padronizada de um arquivo fisico tradicional.

Reconhece-se, contudo, que a exclusdo digital global permanece como desafio social
significativo que limita pragmaticamente a acessibilidade efetiva. Mas isso constitui problema
social mais amplo (desigualdade no acesso a tecnologia), ndo falha intrinseca do modelo
arquivistico digital. O Arquivo Paradigmético Digital estabelece condi¢cdes de possibilidade
para acessibilidade universal; a realizagdo efetiva dessa potencialidade depende de fatores
sociais, educacionais € econOmicos externos ao sistema técnico em si.



3.4 Objegdo da Autoridade Epistémica e Curadoria

Uma fungdo essencial de arquivos tradicionais ¢ a curadoria especializada: arquivistas
avaliam autenticidade, estabelecem proveniéncia, contextualizam documentos, identificam
falsificagdes, organizam materiais segundo critérios historicamente informados. Essa expertise
humana confere autoridade epistémica aos arquivos. Em sistemas descentralizados sem
autoridade central, quem garante autenticidade? Quem impede proliferacdo de registros
fraudulentos ou enganosos? A auséncia de curadoria especializada nao torna esses sistemas
epistemicamente ndo-confidveis como arquivos, mesmo que tecnicamente seguros? Esta
objecdo toca em uma questdo crucial, mas, novamente, confunde func¢des que podem ser
distinguidas analiticamente. E necessario separar trés fun¢des epistemicamente distintas: (1)
garantia de integridade (documento ndo foi alterado apds registro); (2) verificacdo de
autenticidade originaria (documento foi efetivamente produzido por quem afirma té-lo
produzido); (3) avaliagdo contextual e interpretativa (significado historico, relagdes
contextuais, valor evidencial).

A Blockchain resolve definitivamente (1): uma vez registrado, um documento nao pode
ser alterado sem deteccdo imediata, gragas a hashes criptograficos encadeados. Essa garantia
de integridade ¢ matematicamente mais forte que qualquer garantia institucional humana
tradicional (arquivistas, por pressao politica ou corrup¢do, podem alterar documentos;
algoritmos matematicos ndo podem ser corrompidos).

Quanto a (2), sistemas de identidade descentralizada (DID — Decentralized Identifiers)
e assinaturas digitais criptograficas permitem verificagdo robusta de autoria: se um documento
¢ assinado com chave privada de uma entidade conhecida, podemos verificar
criptograficamente que foi produzido por detentor dessa chave. Isso ndo resolve completamente
o problema (a chave pode ser roubada), mas oferece nivel de verificagdo comparavel ou
superior a assinaturas fisicas tradicionais (que também podem ser falsificadas).

A funcdo (3), contudo, permanece essencialmente humana e interpretativa. Aqui a
objecdo tem for¢a genuina: a avaliagdo de significado histérico, a contextualizagdo rica, o
estabelecimento de relagdes arquivisticas complexas entre documentos — essas dimensdes
requerem julgamento especializado humano que ndo pode ser completamente automatizado
algoritmicamente. Porém, isso nao desqualifica Blockchain como arquivo, apenas indica que o
modelo completo deve integrar camadas: uma camada técnica de preservagdo e verificagdo
(Blockchain/IPFS) com uma camada social de curadoria e interpretacdo (comunidades de
especialistas, instituicdes académicas, sistemas de reputagao distribuida). Arquivos tradicionais
também envolvem multiplas camadas (edificio fisico, equipe profissional, politicas
institucionais); arquivos digitais distribuidos igualmente envolvem multiplas camadas
complementares.

Ademais, sistemas de reputacdo descentralizada emergentes (como protocolos de proof-
of-stake ou tokens de governanga) permitem que comunidades estabelecam consenso sobre
autenticidade e valor sem autoridade central inica. Embora imperfeitos, esses mecanismos
distribuem autoridade epistémica em vez de centraliza-la, potencialmente reduzindo riscos de
censura, manipulagdo politica ou captura institucional que afligem arquivos estatais
centralizados.

3.5 OBJECAO DA SUSTENTABILIDADE ECONOMICA DE LONGO
PRAZO



Modelos como o de Arweave, que prometem armazenamento perpétuo mediante um
pagamento inicial Unico, dependem crucialmente de que incentivos econdmicos estruturados
permanecam funcionais e sustentdveis ao longo de séculos ou milénios. Mas sistemas
econdmicos sao notoriamente volateis e imprevisiveis. O que garante que o modelo de
endowment do Arweave permanecera vidvel em 100, 500, ou 1000 anos? Se o sistema
econdmico colapsar (por hiperinflagdo de custos de armazenamento, obsolescéncia tecnologica
ndo prevista, ou mudangas estruturais imprevistas), os dados ndo se tornardo irrecuperaveis?
Essa fragilidade economica ndo contradiz a durabilidade alegada?

A objecdo identifica risco genuino, mas esse risco deve ser comparado
proporcionalmente com riscos equivalentes em arquivos tradicionais. Sistemas estatais e
institucionais tampouco estdo livres de precariedade orcamentaria ou colapso econdmico.
Arquivos nacionais dependem cronicamente de orcamentos publicos politicamente
contingentes, sujeitos a cortes em crises fiscais, mudangas de prioridade governamental, ou
colapso estatal completo.

O modelo de endowment criptoecondomico do Arweave representa tentativa inovadora
de autossustentabilidade econdmica independente de or¢amentos estatais volateis. Williams
(2018, p. 8-10) demonstra matematicamente como um pagamento inicial, investido em ativos
que geram retorno, pode teoricamente custear armazenamento perpétuo se os custos de
armazenamento continuarem declinando conforme Lei de Kryder (custos de armazenamento
caem aproximadamente 50% a cada dois anos).

Reconhece-se que essa projecdo envolve assungdes sobre tendéncias tecnoldgicas
futuras que podem ndo se concretizar. Mas arquivos fisicos igualmente fazem assungdes: que
Estados permanecerdo estaveis, que orcamentos serdo mantidos, que catdstrofes naturais ndo
destruirdo acervos. Todas instituicdes humanas envolvem apostas em estabilidade futura que
pode ndo se materializar.

A vantagem comparativa de sistemas descentralizados ¢ a auséncia de ponto Unico de
falha: se o Arweave falhar economicamente, os dados permanecem tecnicamente recuperaveis
por qualquer entidade disposta a replica-los (pois sdo publicamente acessiveis); se um Estado
colapsa e abandona seu arquivo nacional, os documentos fisicos tUnicos podem ser
permanentemente perdidos.

Ademais, a diversificacdo de sistemas (Blockchain, IPFS, Arweave, possiveis
protocolos futuros) cria redundancia que aumenta resiliéncia coletiva. Nao se estd propondo
dependéncia exclusiva de um unico sistema, mas de um ecossistema diversificado de solugdes
complementares. Essa diversificacdo estratégica ¢ andloga a diversificagdo geografica de
arquivos tradicionais (multiplas copias em multiplas instituigdes em multiplos paises), mas
potencialmente mais robusta por ser protocolar e ndo institucional.

3.6 SINTESE DAS RESPOSTAS

As objecdes apresentadas sdo filosoficamente sérias e apontam limitagdes reais dos
sistemas analisados. Contudo, nenhuma constitui refutacdo definitiva da tese central: que
Blockchain, IPFS e Arweave instanciam, em grau significativo, as propriedades essenciais do
Arquivo Paradigmatico. As respostas demonstram que:

1. A dependéncia tecnologica ¢ uma condigdo contingente de acesso, ndo de existéncia
informacional, e ¢ compensada por resiliéncia distributiva;

2. Ainstitucionalidade pode ser descentralizada sem deixar de ser institucional, baseando-
se em protocolos matematicos em vez de autoridades centralizadas;

3. Aacessibilidade técnica ¢ uma limitagdo transitdria, e ndo essencial, progressivamente
superada pelo desenvolvimento de interfaces;



4. A curadoria episttmica humana permanece necessaria, mas como uma camada
complementar, ndo substitutiva, da camada técnica de preservagao;

5. A sustentabilidade econdmica envolve riscos, mas comparaveis ou menores que 0s
riscos de arquivos tradicionais dependentes de Estados volateis.
Essas tecnologias ndo resolvem todos dilemas da arquivistica contemporanea, mas
inauguram campo onde materialidade distribuida, institucionalidade descentralizada e
automagdo programavel coexistem como possibilidades inovadoras para preservagdo e
acesso documental digital.

CONCLUSAO

A andlise filosofica rigorosa demonstra que Blockchain, IPFS e Arweave ndo
constituem meras metaforas tecnologicas ou analogias superficiais de arquivo, mas representam
instancias materiais efetivas — embora nao perfeitas — do Arquivo Paradigmatico na esfera
digital. Eles instanciam as trés propriedades universais identificadas por Aldabalde e Cid (2020)
de maneira estrutural profunda e, em dimensdes especificas, de forma potencialmente superior
aos arquivos tradicionais: a durabilidade: alcancada através de redes descentralizadas
globalmente distribuidas, consenso criptoecondmico matematico, e imutabilidade criptografica
verificavel, oferecendo resisténcia a fendomenos de degradagdao material, desastres localizados
e interferéncia humana maliciosa que desafiam até as mais robustas estruturas fisicas
centralizadas (a durabilidade aqui ¢ informacional e distribuida, ndo material e localizada). A
acessibilidade, garantida por criptografia de chave publica assimétrica, por transparéncia
radical em redes publicas, e por acesso programdtico potencialmente universal, de qualquer
ponto geografico do globo com conectividade a internet, embora enfrente desafios de literacia
técnica no presente, sua trajetoria de desenvolvimento aponta para interfaces progressivamente
mais amigaveis e democratizadas. E a praticabilidade, implementada através de contratos
inteligentes autoexecutdveis e protocolos abertos programaveis que automatizam e expandem
funcdes arquivisticas tradicionais (autenticagdo, registro temporal, transferéncia de custodia,
controle de acesso), cria um ecossistema vivo e evolutivo de praticas em torno da custddia,
preservacgao e mediagdo de dados.

Estes sistemas particulares possuem as propriedades paradigmaticas em grau elevado,
embora reconhecidamente ndo absoluto. Limitacdes identificadas incluem: dependéncia de
infraestrutura tecnoldgica elétrica e comunicacional; complexidade técnica que ainda constitui
barreira de acesso para populagdes ndo-tecnicamente treinadas; custos de transacdo em certas
redes que podem ser proibitivos; impossibilidade de corre¢do de erros apds registro devido a
imutabilidade; e necessidade de camadas complementares de curadoria humana para funcdes
interpretativas e contextuais.

No entanto, essas limitagdes devem ser ponderadas contra limitagdes estruturalmente
analogas de arquivos fisicos tradicionais: vulnerabilidade a desastres localizados; dependéncia
de orcamentos estatais contingentes; barreiras geograficas, temporais e burocraticas ao acesso;
possibilidade de censura ou manipulagdo politica; e deterioracdo material inevitdvel dos
suportes documentais.

O que emerge desta analise comparativa ndo ¢ superioridade absoluta de uma forma
sobre outra, mas reconhecimento de que diferentes instanciagdes do Arquivo Paradigmatico —
fisicas e digitais, centralizadas e descentralizadas — possuem perfis distintos de forgas e
vulnerabilidades. A convergéncia futura provavelmente envolverd sistemas hibridos que
combinam resiliéncia distributiva de redes descentralizadas com curadoria especializada de
institui¢des tradicionais, maximizando vantagens complementares.



O modelo teorico do Arquivo Paradigmatico proposto por Aldabalde e Cid (2020)
revela-se notavelmente adaptdvel e potente para compreender conceitualmente entidades
digitais emergentes que, embora radicalmente distintas de arquivos fisicos em materialidade e
estrutura operacional, compartilham funcionalidade e proposito essenciais. O critério
ontologico fundamental ndo ¢ a materialidade empirica especifica, mas a realizacdo das
propriedades universais que definem a categoria "Arquivo". Estabelecem-se, assim, novos
patamares de referéncia para o que significa conceber, construir € operar uma instituicao
arquivistica no século XXI. A questdo deixa de ser "sdo esses sistemas realmente arquivos?"
para tornar-se "como podemos integrar as potencialidades desses sistemas as praticas
arquivisticas consolidadas de forma a maximizar durabilidade, acessibilidade e
praticabilidade?".

A agenda de pesquisa futura desdobra-se em multiplas direcdes necessarias. Em
primeiro lugar, o desenvolvimento de escala de medicao, i.e., € necessario criar instrumentos
metodoldgicos rigorosos para calibrar e quantificar o grau das trés propriedades paradigmaticas
em diferentes redes e protocolos especificos. Isso permitiria comparacdes sistemdticas entre
sistemas (Bitcoin vs. Ethereum vs. Arweave vs. arquivos fisicos tradicionais) e identificagao
das melhores praticas. Tal escala deveria incorporar indicadores objetivos (nimero de nods
replicados, tempo de uptime, custos de acesso) e avaliativos (qualidade de interfaces, amplitude
de mediagdo cultural, riqueza de curadoria). Em segundo lugar, devemos investigar modelos
hibridos, ao construirmos pesquisas empiricas sobre arquiteturas que integram preservagao
distribuida descentralizada (camada Blockchain/IPFS) com curadoria institucional tradicional
(arquivistas profissionais, politicas de descrigdo, contextualizagdo historica). Projetos-piloto de
"arquivos aumentados" que combinam garantias criptograficas com expertise humana sdo
essenciais para demonstrar essa viabilidade pratica.

As implicagdes ¢éticas e legais desta nova forma de custddia arquivistica —
simultaneamente radicalmente aberta (transparente) e intrinsecamente controlada (por
matematica, ndo por autoridades humanas) — exigem também investigacdo interdisciplinar
envolvendo Direito, Etica da Informacdo, Ciéncia Politica e Filosofia. Questdes sobre
propriedade intelectual, direito ao esquecimento, responsabilidade por contetidos preservados
perpetuamente, e governanca descentralizada de acervos publicos necessitam equacionamento
tedrico e regulatorio.

Acompanhamento de longo prazo de projetos existentes que utilizam essas tecnologias
para preservacao arquivistica (como iniciativas de arquivos de direitos humanos em
Blockchain, registros de propriedade fundidria em sistemas distribuidos, arquivos jornalisticos
censurados preservados em Arweave) ¢ também essencial. Essas investigacdes empiricas
fornecerdo dados sobre resiliéncia efetiva, custos reais, desafios praticos e solugdes emergentes.
Além de, ¢ claro, a pesquisa filosofica sobre como verificabilidade criptografica transforma
epistemologicamente a natureza da "confianga" arquivistica. Tradicionalmente confiamos em
instituigdes; em sistemas descentralizados, substituimos confianga por verificagdo matematica.
Essa transformagdo possui implicagdes profundas para a teoria do conhecimento, a filosofia da
tecnologia e os estudos sociais da ciéncia.

A Blockchain e o registro descentralizado permitem a preservacdo de contexto e
metadados, assim, desenvolvem protocolos para registrar ndo apenas documentos, mas seus
contextos relacionais, historicos e interpretativos de forma igualmente duravel e acessivel.
Smart contracts podem codificar relagdes arquivisticas (proveniéncia, ordem original); mas
como preservar dimensdes narrativas e interpretativas que requerem linguagem natural e
julgamento qualitativo?



Para além das contribuigdes tedricas a Ontologia dos Arquivos e a Arquivologia como
disciplina, este trabalho oferece subsidios praticos para agentes do patrimonio documental,
gestores de informagdo, formuladores de politicas publicas, e desenvolvedores de tecnologia. A
compreensdo rigorosa das propriedades essenciais do Arquivo Paradigmatico — sejam
instanciadas em edificios monumentais ou em protocolos criptograficos — permite decisdes
mais fundamentadas sobre investimentos infraestruturais, escolhas tecnologicas, desenho de
politicas de preservagao digital, e arquitetura de sistemas informacionais de longo prazo.

Em ultima analise, a busca pelo Arquivo Paradigmatico — pelo arquivo ideal que
maximize durabilidade, acessibilidade e praticabilidade — ndo ¢ tarefa de uma tnica tecnologia
ou instituicdo, mas de um programa civilizacional continuo. Cada geragao deve reinterpretar e
reimplementar essas propriedades essenciais segundo capacidades técnicas, necessidades
sociais e valores éticos de seu tempo. Blockchain, IPFS e Arweave representam respostas
contemporaneas inovadoras a desafios arquivisticos perenes: como preservar memoria coletiva
através do tempo? Como garantir acesso equitativo ao patriménio documental? Como assegurar
que praticas de custddia e mediacdo permanegam viaveis e eficazes? Essas tecnologias nao
fornecem solugdes definitivas, mas abrem horizontes novos de possibilidades que merecem
investigacao rigorosa, experimentacdo cuidadosa e integracdo critica as tradi¢des arquivisticas
consolidadas.

A transi¢do de arquivos fisicos centralizados para ecossistemas informacionais
distribuidos hibridos ndo ¢ inevitavel nem isenta de riscos e de perdas. Porém, ignorar essas
possibilidades ou rejeitd-las por apego dogmatico a formas institucionais historicas seria
negligéncia intelectual e pratica. O Arquivo Paradigmatico, enquanto ideal regulativo, exige
que busquemos sempre a maxima realizacdo possivel das propriedades essenciais,
independentemente dos meios técnicos ou arranjos institucionais especificos.

Encontramos no dominio digital, especificamente em arquiteturas descentralizadas
programaveis, ndao a superacdo ou obsolescéncia dos arquivos tradicionais, mas seus
complementos, extensdes e, em certas dimensdes especificas, seus aprimoramentos. A tarefa
que se coloca para Arquivologia contemporanea ¢ articular criticamente essas diferentes
instanciagdes do paradigma arquivistico, reconhecendo tanto suas potencialidades quanto suas
limitagdes, e construindo pontes conceituais e praticas entre mundos que, a primeira vista,
parecem radicalmente distintos, mas que, sob andlise filosofica rigorosa, revelam-se
manifestacdes diversas de uma mesma fungdo civilizacional essencial: a preservacao
verificavel, o acesso mediado e a transmissdo duravel da memoria coletiva humana através das
eras.
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